
Confirm that the non-compliant conduct has ended

Before finalizing the date range for the study population and selecting �a statistically valid sample  
of paid claims, consider performing a robust �validation process to confirm that the non-compliant  
conduct has ended and that any new mitigating controls are effective as designed.

Validate the completeness of the population

Disclosing parties will often �reconcile the population selected with audited financial �statements or  
other available “control totals” that can �be triangulated in order to reasonably demonstrate that the 
population selected for �analysis is complete.

Deal with missing sample items

The SDP does not allow alternate sampling units. It states that missing sample items should be  
treated as errors, citing federal healthcare program rules which require the retention of supporting 
information for submitted claims. 

Select a sampling unit

The sampling unit used (e.g., a claim, �a claim line, a patient) will be impacted by a variety of factors 
(e.g., the �type of service of interest, how the data are available).

Determine if you want the results of your sample to be statistically meaningful 

The SDP requires that a sample contain at least 100 units, but that is not necessarily large enough to 
yield statistically-defensible results. The SDP does not require a minimum precision level or precision 
range, but a higher level and a tighter range will yield a more statistically-defensible set of findings. 
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Select a population

A sample is typically selected from the �population of paid claims, including payers and patients,  
during the date ranges the disclosing party determines to be most defensible.
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response lab – is certified under ISO 27001 standards. The Practice has been recognized by National 
Law Journal, Global Investigations Review, and ranked by Chambers. Operating from ten countries 
around the world, CRA’s clients include 97% of the Am Law 100 and 78% of the Fortune 100.


