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Crypto Set To Drive Demand For Traditional Services: Part 2 

By Collin Starkweather and Izzy Nelken (April 24, 2018, 12:28 PM EDT) 

In the first article of this two-part series, we discussed several areas in which virtual 
currencies are anticipated to drive greater demand from traditional knowledge 
industry services. In this article, we discuss similar drivers of demand associated 
with blockchain and smart contracts. While these technologies are closely 
associated with virtual currencies, they are not necessarily wedded to virtual 
currencies either in concept or application.  
 
Blockchain 
 
Blockchain is closely associated with bitcoin because its invention is ascribed to 
Satoshi Nakamoto, the elusive inventor of bitcoin, for the purpose of enabling 
secure, anonymous transactions.[1] However, it has since been recognized as a 
technology that can be much more broadly applied.[2] 
 
Blockchain has been characterized as a “distributed ledger.” The general idea 
behind blockchain is that a linked chain of information is generated (in the case of 
bitcoin, that information being “blocks” that bundle together transactions) with 
each subsequent link in the chain relying (cryptographically speaking) on the prior 
links in the chain. These links are the “ledger,” and are one way in which the 
integrity of the information in the chain is maintained. 
 
The ledger itself is “distributed” in the sense that it is maintained in multiple 
locations. For a transaction to be confirmed, it must be confirmed by multiple 
(presumably independent) sources. In that way, if a nefarious actor were to try to corrupt the 
blockchain, it would have to gain access to multiple sources, further ensuring the integrity of the 
information contained in the chain.[3]  
 
Because it can ensure the integrity of related pieces of information (again, transactions in the case of 
bitcoin) without the need for a trusted third party, blockchain holds particular appeal for use in 
applications that require trust in the integrity of related pieces of information and would benefit from 
potential disintermediation. 
 
Since its introduction in 2008, blockchain technology has either been proposed or implemented for 
applications not only related to finance, such as the implementation of state-backed currencies[4] and 
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administration of financial transactions and private equity,[5] but for applications ranging from voting[6] 
to health care records[7] to administration of intellectual property[8] to registries of assets such as 
diamonds and public information such as land ownership.[9] 
 
In order to serve the burgeoning set of “use cases”[10] to which blockchain can be applied, information 
technology and systems professionals with knowledge of cryptography and blockchain technologies will 
be needed as well as experts with more traditional knowledge capital in the respective domains, 
including finance, health care and public administration.  
 
Due to the heterogeneity of the potential applications associated with blockchain, the range of potential 
expertise required to address the demands of blockchain technology is likely to be wider than that 
associated with virtual currencies discussed in the first article in this series, though we anticipate 
financial applications to continue to be on the leading edge of both virtual currency and blockchain 
developments in the near term. 
 
Recognizing the potential for the application of blockchain, there has been an explosion in patents 
related to the technology,[11] leading to concerns about the possibility of patent wars.[12] Moreover, 
while some technology developers have recognized the need to establish standard-setting 
organizations, or SSOs, to establish and license blockchain technology standards,[13] there does not yet 
appear to be as much industry coordination around standards and associated licensing of standard-
essential patents, or SEPs, as in other, more mature technologies such as mobile, where many of the 
core technologies are licensed on F/RAND terms.[14] Depending on developments in the IP landscape, 
more widespread adoption of blockchain technologies may be accompanied by an increasing need for 
experienced IP litigators, associated legal support functions and IP valuation expertise.  
 
Smart Contracts 
 
Smart contracts are, simply put, agreements where execution is automated by software.[15] The idea of 
smart contracts, which echoes Harvard law professor Lawrence Lessig’s maxim that “code is law,”[16] 
has been around at least since the term was coined by cryptographer Nick Szabo in the early 1990s,[17] 
but the advent of virtual currencies and blockchain has breathed new life into the technology.[18]  
 
Virtual currencies and blockchain technology have allowed smart contracts to be placed into a robust 
transactional framework as a fully integrated feature. For example, the Ethereum platform has included 
smart contracts as an integrated feature, and if a holder of ether (the virtual currency associated with 
Ethereum) wants to create a smart contract of the form (written here as pseudocode) “if (condition 
occurs) { pay ether to Bob } else { pay ether to Jane},” the code is incorporated into the blockchain and 
hence cryptographically fixed, ensuring the integrity of code and the inexorable execution of the 
contract. 
 
The virtual currency permits payment to be automated based on a set of defined conditions, though this 
in and of itself is not much different than what happens when you buy a pair of shoes online. With the 
addition of blockchain, however, the code (and hence the contract features and execution) become 
cryptographically immutable, which ensures the integrity of the contract.[19] 
 
Smart contracts have been implemented or proposed for a wide range of applications. As with 
blockchain technology, the leading edge of development seems to be focused on finance applications. 
Smart contracts have been proposed for the use of derivative financial products such as options and 
swaps,[20] prototyped for the creation of “smart bonds” that automatically execute the bond’s issuance 



 

 

and payment features,[21] implemented for streamlining and automating compensation for insurance 
providers and claimants,[22] are anticipated to be used for the automation of mortgage document 
management and payments,[23] and have even been used to create online games of chance.[24] Many 
initial coin offerings have been built on Ethereum’s ERC20 smart contract standard for Ethereum 
tokens.[25] 
 
There has been speculation that smart contracts may, in some sense, enable technology to replace the 
practice of law, but the choice of whether to use traditional legal language or a smart contract is not an 
either-or proposition, and the “use cases” of smart contracts and roles of practicing attorneys strike us 
as sufficiently disparate that we don’t see smart contracts as likely to materially impinge on the practice 
of law.  
 
For example, while the definition and execution of certain functional clauses in a contract may in some 
cases be reasonably enhanced with deterministic expression in software, even within the realm of 
contract law where smart contracts may find ready application, we believe they will likely serve to 
augment, rather than replace, natural language contracts.[26] 
 
We see smart contracts as, in many respects, just another tool an astute contract attorney might add to 
their (or their staff’s) tool chest if there is potential to enhance their existing practice. Moreover, smart 
contracts expand opportunities to leverage crossover skills or build capabilities through the provisioning 
of technical support staff and services in much the same way that advances in technology for legal 
archival and document review technologies have enhanced legal research roles and e-discovery has 
expanded the scope of legal services.  
 
Disputes will almost certainly arise as a result of the innate characteristics of smart contracts, including 
the immutability of code and tamper-proof execution. As any programmer can tell you, at a sufficient 
level of complexity, there is no such thing as bug-free code, and bugs and other technical risks will 
undoubtedly be realized.[27] For example, in a recent Law360 article, the authors cited two studies that 
found high error rates and sizable bug counts based on code review of smart contracts on the Ethereum 
blockchain.[28] While technical experts will be needed to review the code contained in smart contracts 
and in other supporting roles, as with litigation in the software industry more generally, litigants would 
first and foremost need to rely on seasoned legal representation.[29] 
 
Since smart contracts exist in the nexus of programming and law, there has also been debate over 
whether and in what context the drafting of smart contracts might constitute the practice of law, and 
thus fall under ABA Model Rule of Professional Conduct 5.5 and related state laws that restrict the 
unlicensed practice of law.[30]  
 
As with contracts generally, to the extent smart contracts represent sufficient value and are of a 
sufficient degree of complexity, parties to those contracts will find it in their interests to avail 
themselves of both competent legal and technology service providers regardless of where the law 
weighs in. So we don’t see the outcome of the debate as a factor in overall demand for professional 
services, though if the courts are more expansive in their opinion of what constitutes the practice of law, 
this may contribute to the need for greater input from qualified legal representation. 
 
Conclusion 
 
As with the first part of this series, which considered virtual currencies, we anticipate that more 
widespread adoption of blockchain technology and smart contracts will only “expand the pie” with 



 

 

respect to the need for legal and other traditional professional services as well as for those with 
particular domain expertise. 
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